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Syst em nane:

Security Inspection and Viol ati on System (Decenber 1, 2000,
65 FR 75264).

System | ocati on:

Organi zational elenents of the Departnent of the Navy.
Oficial mailing addresses are published as an appendix to
the Navy's conpilati on of systens of records notices.

Commander in Chief, US. Joint Forces Comrmand, 1562
M tscher Avenue, Suite 200, Norfol k, VA 23551-2488.

Commander in Chief, U'S. Pacific Command, PO Box 64028,
Canp HM Smith, H 96861-4028.

Cat egori es of individuals covered by the system

| ndi vi dual s involved in security violations.

Cat egories of records in the system

Security violation reports, security inspection reports.

Aut hority for maintenance of the system

5 U S.C 301, Departnental Regul ations and E. O 9397 (SSN).
Pur pose(s):

To identify problemareas in security indoctrination, to
al ert command managenent officials to areas which present

| arger than nornmal security problens and identify personne
who are cited as responsible for non-conpliance with

pr ocedur es.

Routine uses of records nmaintained in the system including
categories of users and the purposes of such uses:

In addition to those disclosures generally permtted under 5
U S.C. 552a(b) of the Privacy Act, these records or
information contained therein may specifically be disclosed
outside the DoD as a routine use pursuant to 5 U S.C
552a(b) (3) as foll ows:



The "Bl anket Routine Uses' that appear at the begi nning of
the Navy's conpilation of systens of records notices apply to
thi s system

Pol i cies and practices for storing, retrieving, accessing,
retaining, and disposing of records in the system

St or age:

File folders, card files, personal conputers, and magnetic
t ape.

Retrievability:
Nane, Social Security Nunmber, Case nunber, organization.

Saf eguar ds:

Access provided on a need-to-know basis only. Manual records
are maintained in file cabinets under the control of

aut hori zed personnel during working hours. The office space
in which the file cabinets are |ocated is | ocked outside of
of ficial working hours. Conputer termnals are |located in
supervi sed areas. Access is controlled by password or other
user code system

Retention and di sposal :

Records are retained for three years and then destroyed.

Syst em manager (s) and address:

Commandi ng officer of the activity in question. Oficial
mai | i ng addresses are published as an appendi x to the Navy's
conpi l ation of systens of records notices.

Notification procedure:

I ndi vi dual s seeking to determ ne whet her information about

t henselves is contained in this systemshould address witten
inquiries to the Conmmandi ng of ficer of the activity in
guestion. Oficial mailing addresses are published as an
appendi x to the Navy's conpilation of systens of records

noti ces.



Record access procedures:

| ndi vi dual s seeki ng access to information about thensel ves
contained in this systemshould address witten inquiries to
t he Commandi ng officer of the activity in question. Oficial
mai | i ng addresses are published as an appendi x to the Navy's
conpil ation of systens of records notices.

Cont esting record procedures:

The Navy's rules for accessing records, and for contesting
contents and appealing initial agency determ nations are
published in Secretary of the Navy Instruction 5211.5; 32 CFR
part 701; or nmay be obtained fromthe system nanager

Record source categori es:

I ndi vidual ; records of the activity; investigator's reports;
Wi t ness statenents.

Exenptions clainmed for the system

None.



